
Cisco CCNA (200-301)

Characterizing Wireless Security Protocols

Learner Objective: Identify Wireless Security Protocols
Description: Wireless networks are not secure by its nature. You wil l learn different characteristics wireless security protocols.

Q: What makes wireless networking difficult to secure?

i t's unbounded..cannot control where the signal goes. there are no physical boundaries to control

anyone within the range with wireless can connect

Q: What security can be implemented?

WEP, WPA, WPA2, and WPA3.

Endnotes, External and etc.,

5.9 Describe wireless security protocols (WPA, WPA2, and WPA3)
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